**From:** Telstra Security Operations

**To:** NBN Team (nbn@email)

**Subject:** Critical Security Incident - NBN Infrastructure Under Attack

—

**Body:**

Hello NBN Team,

At 2022-03-20T03:21:00Z,

We detected a malware attack targeting the "nbn.external.network" infrastructure. The attack involved multiple HTTP POST requests attempting to execute malicious code via tomcatwar.jsp. This indicates a potential remote code execution or web shell deployment on a Spring Framework-based service.

Given that NBN Connection is classified as "P1 - Critical," immediate action is required to mitigate this threat. Please initiate an incident response to contain and investigate the attack. We recommend reviewing server logs, isolating affected systems, and deploying security patches if necessary.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

Telstra Security Operations